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Sprava z medzinarodnej vedeckej konferencie Bratislavské pravnické forum
2025 — sekcia trestného prdava zo dia 18. septembra 2025

Diia 18. septembra sa uskutocnila sekcia trestného prava v ramci rieSenia projektu
APVYV 23-0519 — Pravne a technické vyzvy inteligentnej mobility na zvySenie bezpecnosti
cestnej premavky.

Sekciu trestného prava na medzinarodnej vedeckej konferencii Bratislavské pravnickeé
forum 2025 (dalej aj ako ,,sekcia®) otvoril prof. Centés, veduci Katedry trestného préava,
kriminologie a kriminalistiky Pravnickej fakulty Univerzity Komenského. Zvyraznil vyznam
tohto formatu pre prepdjanie teoretickych poznatkov s aplika¢nou praxou a vyzdvihol vysoku
ucast’ pravno-aplikaénych profesii, najméd sudcov, prokuratorov, advokatov a predstavitelov
rezortu spravodlivosti.

Prvym vystupujucim v ramci sekcie trestného prava bol prof. Samal (Pravnicka fakulta
Univerzity Karlovej, Praha). Vo svojom prispevku venoval pozornost problematike
dezinformacii, ktoré povazuje za presnej$i pojem nez tzv. fake news. RozliSuje medzi
dezinforméciou, misinforméaciou a malinformaciou. Upozornil, ze verejnost sa casto
sustred’uje len na Sokujuci obsah, nie na jeho povodcu, pricom moderné technolégie umoziuji
vytvaranie fiktivneho digitdlneho obsahu. Poukazal na judikatiru Europskeho sudu pre l'udské
prava (d’alej len ,,ESLCP*), podla ktorej hranica medzi skutkovym tvrdenim a hodnotovym
usudkom nemusi byt’ vzdy jednoznacna.

Dr. Zeman (Trnavské univerzita v Trnave, Pravnicka fakulta) odprezentoval zavery zo
spolo¢ného prispevku s doc. Szabovou (Trnavska univerzita v Trnave, Pravnicka fakulta) na
tému ,, Kyberstalking a jeho specifikda“, v ktorom sa autori venovali tematike rozliSovania
medzi stalkingom v jeho povodnej podobe a v digitalnom priestore z pohl'adu kriminologickych
aspektov. Osobitne sa venovali aj legislativnej zmene v pripade nebezpecného prenasledovania
podrla § 360a, kedy zékonodarca vypustil pojem ,,dlhodobost™ zo skutkovej podstaty trestného
¢inu. Z hl'adiska miery recidivy nebezpecné prenasledovanie dosahovalo najvyssi pocet v roku
2023 — az 52 %.

Doc. Blazek (Univerzita Komenského v Bratislave, Pravnickd fakulta) vo svojom
vystipeni odprezentoval zavery z prispevku na tému ,, Internet a elektronizdcia pre odsudenych
vo vdzniciach - fikcia alebo buducnost? “. V ramci predmetného prispevku sa zaoberal otazkou
legislativneho zakotvenia prava na internet vo vykone trestu odiatia slobody. Analyzoval tiez
rozhodnutie ESCP vo veci Kalda proti Estonsku, v ktorom sud zdoéraznil, Zze obmedzenia prav
vo vykone trestu musia podliehat’ jasnym a predvidatelnym pravidlam.

Dr. Dolezal (Univerzita Komenského v Bratislave, Pravnickd fakulta), ktory sa
v prispevku s ndzvom ,,Zneuzitie umelej inteligencie v procese KYC a jeho trestnopravne
dosledky: nové hrozby pre financnu bezpecnost* zameral na problematiku zneuzitia umelej
inteligencie v procese KYC, predstavil nové poznatky z tejto oblasti a ponukol konkrétne
aplikacné opatrenia, ktoré moézu posilnit’ ochranu pred zneuzivanim umelej inteligencie v
uvedenom procese.

Dr. Kudelova (Univerzita Komenského v Bratislave, Pravnicka fakulta) sa vo svojom
prispevku ,,Trestnd zodpovednost umelej inteligencie* venovala trestnopravnej zodpovednosti
umelej inteligencie s poukazom na konkrétne priklady, kde zlyhala umeld inteligencia.
RozliSovala medzi tzv. slabou a silnou umelou inteligenciou a analyzovala moznosti
vyvodzovania trestnopravnej zodpovednosti, ¢im prepojila paralelu medzi nepriamym



pachatelom a umelou inteligenciou a vyzdvihla, Ze v sGcCasnosti existuji tri modely
vyvodzovania zodpovednosti: priamo voc¢i umelej inteligencii alebo voci pachatel’ovi, ktory
umelt inteligenciu pouzival ¢i vyuzival.

Dr. Adamkovic¢ (Univerzita Komenského v Bratislave, Pravnicka fakulta) sa vo svojom
prispevku ,,Verbalne trestné ciny a ich detekcia pomocou umelej inteligencie® venoval
systémom umelej inteligencie schopnym zachytit’ vyroky, ktoré by mohli napinat’ skutkové
podstaty trestnych ¢inov z nendvisti, ako s podnecovanie, schvalovanie trestného ¢inu vratane
schval'ovania teroristick¢ého utoku. Takisto sa venoval problematickym aspektom umelej
inteligencie, jej zaujatosti, ku ktorej dochddza pri jej uceni az po otazky stvisiace s predlozenim
vystupu z nej ako dokazu v trestnom konani.

Dr. Kiko (Univerzita Komenského v Bratislave, Pravnickd fakulta) sa vo svojom
prispevku s nazvom ,, Vplyv umelej inteligencie na sankcionovanie v trestnom prdve *“ venoval
problematike vplyvu a vyuzitia umelej inteligencie v procese sankcionovania, pri¢om poukazal
konkrétne na Sest’ hlavnych oblasti, v ktorych sa vyuziva umeld inteligencia v zahranici
a v ktorych sa moéze v budicnosti vyuzivat aj v podmienkach Slovenskej republiky. Dalej
prezentoval aj experimantalny pokus vyuzitia umelej inteligencie pri procese ukladania sankcii,
ked’ umela inteligencia rozhodla primeranejsie ako pdvodne okresny sud, ktorého rozhodnutie
bolo pravoplatne zmenené rozhodnutim krajského sudu. V zavere poukazal na tri hlavné cesty
vyuzivania umelej inteligencie pri sankcionovani: Ziadna umeld inteligencia — len l'udsky
faktor, ziadny l'udsky faktor — len umela inteligencia, podiel umelej inteligencie a 'udského
faktora. Autor sa priklonil k tretej ceste, pricom je potrebné vyriesit’ najma to, aky podiel ma
mat’ umela inteligencia na rozhodovani a na aké druhy rozhodovania sa ma vyuzivat’. V tejto
suvislosti nacrtol aj de lege ferenda pravnu upravu zmien v Trestnom poriadku a Trestnom
zakone.

Dr. Mihalik a Dr. Sihelnikova (Univerzita Komenského v Bratislave, Pravnicka
fakulta) vystupili so spoloénym prispevkom na tému ,,Umeld inteligencia ako nastroj pachania
trestnej cinnosti — nové vyzvy pre kriminalizaciu a dokazovanie“. Autori sa vo svojom
prispevku zamerali na trestnopravne vyzvy spojené¢ s umelou inteligenciou. Za najvaznejsi
problém oznacili deepfake, pricom upozornili na zdkon o umelej inteligencii vyZzadujuci
oznaCovanie syntetického obsahu, ktory vSak eSte nebol implementovany do vnutrostatneho
prava. Zvazovali aj novl skutkovu podstatu vytvorenia alebo zneuzitia syntetického obsahu,
odmietli viak kriminalizaciu umelej inteligencie ako takej. Dalsou témou bola zodpovednost
autonomnych systémov, ilustrovana na prikladoch dronovych utokov a autondémnych vozidiel.

Dr. Vilhanova a Dr. Klucikova (Univerzita Komenského v Bratislave, Pravnicka
fakulta) spolo¢ne vystupili s prispevkom na tému ,, Umela inteligencia v trestnej cinnosti, v
ktorom poukézali na $tadiu, ktort iniciovala GRETA s cielom preskiimat’, do akej miery sa
moderné technologie vyuzivaju na péachanie trestnej Cinnosti. Osobitne sa zamerali na tzv.
metodu loverboy, pri ktorej obchodnici s 'ud'mi vyuzivaji online platformy na identifikaciu a
oslovenie potencialnych obeti. Opisali postup, ktorym péchatelia zistuji zdujmy, konicky ¢i
osobnu a rodinnu situaciu obete, ¢im si postupne ziskavaju jej doveru. To nasledne sluzi ako
zaklad pre nébor.

Trestny obhajca a vyucujuci na rakaskej univerzite v Linzi Bernard Weisinger
(Haslinger/Nagele Rechtsanwilte GmbH) mal prispevok snazvom ,,Jyuzitie umelej
inteligencie v rakuskych organoch cinnych v trestnom konani*. Autor sa vo svojom prispevku
venoval predsudkom v trestnom konani, trestnej obhajobe a porovnaniu rozdielov v procesnych
systémoch. Uviedol, Ze trestné konanie v Rakusku fakticky zacina uz pri prvotnom podozreni,
po ktorom nasleduje vySetrovanie ako pripravné konanie. Zddraznil tlohu trestného obhajcu
pri pristupe do spisu, ktory je vo vécsine pripadov transparentny. K obmedzeniam dochédza len
zriedkavo a musia byt’ riadne odévodnené, pricom o ich zakonnosti rozhoduje sud. Nastolil aj



otazku, Co sa stane, ak organy nezalozia do spisu materialy v prospech obhajoby alebo zataja
vyuzitie umelej inteligencie. Za vhodné rieSenie oznacil tzv. best practice podl'a § 1151 StPO,
hoci nejde o vSeobecné pravidlo.

Dr. Cadra (Univerzita Komenského v Bratislave, Pravnicka fakulta) sa v prispevku
s nazvom ,,Digitalizdacia listin a trestné ¢iny proti majetku‘ venoval problematike digitalizacie
listin a jej vztahu k trestnym Cinom proti majetku. Okrem pravych a nepravych listin
identifikoval aj tretiu kategdriu — tzv. zaru€enu elektronicku konverziu, ktora podl'a neho méze
mat’ ,.falosny* charakter. Podrobne opisal postup pri zaru¢enej konverzii a upozornil na kriticky
aspekt overovania, ked’ osoba vykonavajuca konverziu nemusi ani v dobrej viere spoznat’
falo$nu listinu, ak nemé mikroskop a Specialne odborné znalosti o falSovani. Zdoraznil, ze ak
sa napriklad vymenia vnutorné strany dokumentu a vonkajSie ostani oznacené peciatkou,
listina sa mdze javit’ ako prava.

Prof. Fenyk (Masarykova univerzita, Brno, Pravnicka fakulta) sa vo svojom prispevku
,yAutonomia vole v trestnom konani® zaoberal dlhotrvajucou a zatial nevyrieSenou témou
koncového rozhodovania o zivote a smrti, priCom rozliSuje tri situacie: odmietnutie zdravotnej
starostlivosti, pomoc k samovrazde a usmrtenie na ziadost’, ktoré je napr. v Raktisku osobitne
upraven¢ ako asistovana samovrazda. Zdoraznil potrebu vyslovne legislativne odlisit negativne
pokyny na vykonanie zdkroku (odmietnutie alebo predbezné odmietnutie lieCby) od opatreni
typu zdkazu kontaktu medzi osobami, ked’Zze ide o odliSné prévne inStitity s inou povahou
autonomie pacienta a procesnymi dosledkami v zdravotnickom a trestnopravnom kontexte.

Mgr. Richter (Univerzita Komenského v Bratislave, Pravnicka fakulta) sa v prispevku
s nazvom ,, Hruba nedbanlivost’ ako zadklad trestnopravnej zodpovednosti umelej inteligencie *
venoval klasifikacii trestnych Cinoch spachanych umelou inteligenciou a navrhol prepojit
hrubt nedbanlivost’ ako kvalifikovany stupent nedbanlivostného zavinenia so zodpovednostou
za trestné Ciny, ktoré spdsobil systém umelej inteligencie.

Dr. Lauko (Univerzita Komenského v Bratislave, Pravnicka fakulta) predniesol
prispevok s nazvom ,,Trestna cinnost proti republike v digitalnej ére* . V uvode poukézal na
vyzvu spocivajucu v preukdzani uUmyslu a prepojenia scudzou mocou, VySetrovanie
a dokazovanie Casto komplikuju aj utajované skutocnosti a fakt, Ze cielom su subjekty kritickej
infrastruktiry. Zdoraznil potrebu v aplikacnej praxi rozliSovat’ medzi pocitacovou kriminalitou
a trestnymi ¢inmi proti republike vratane uplatiiovania § 311 az 337 Trestného zdkona na
kybernetické utoky.

Dr. Hochmann (Univerzita Komenského v Bratislave, Pravnickd fakulta) sa v
prispevku ,,Ochrana utajovanych skutocnosti a aktualne hrozby* venoval rozvoju modernych
technologii a umelej inteligencie, ktoré prindsajii nové vyzvy v oblasti ochrany utajovanych
skuto¢nosti. Zameral sa na analyzu trestnopravnych aspektov ochrany utajovanych informacii
v kontexte aktudlnych bezpecnostnych hrozieb vratane digitadlneho Sirenia informacii,
kybernetickych tokov a zneuzitia technologii. Osobitna pozornost’ bola venovand moznym
legislativnym zmenam a potrebdm praxe, ktoré vyplyvaju z narastajiicej komplexnosti hrozieb
v ére umelej inteligencie.

Prispevok s nazvom ,,Historicko-filozoficka perspektiva trestného prava v kontexte
trestnej zodpovednosti umelej inteligencie” prezentoval Mgr. Zelinsky (Univerzita
Komenského v Bratislave, Pravnicka fakulta). Stru¢ne nacrtol historicko-filozoficky ramec
trestného prava v suvislosti s priamou zodpovednostou umelej inteligencie, pricom polozil
otazku, Ci by si jej uznanie vyzadovalo objektivnu zodpovednost’ za vysledok, zmenu tcelu
sankcie a oslabenie represivneho charakteru, ¢o by smerovalo k neaplikovatelnosti alebo
redefinicii trestného prava. V historickom exkurze pripomenul, ze kedysi nerozhodovali
pohnutky ani forma zavinenia, ale odstranenie protipravneho stavu. Vyzdvihol potrebu
v budticnosti jasne definovat’ povahu trestného prava v SirSom historicko-filozofickom ramci.



V ramci sekcie trestného prava procesného vystipil Dr. Angyalossy (Nejvyssi soud
Ceské republiky) s prispevkom ,,Vplyv Al na dokazovanie v trestnom konani*, v ktorom
poukadzal na obmedzené vedomosti sudcov v oblasti Specializovanych technologii (napr.
rozoznavanie tvari). Zaroven upozornil na rizik4 transparentnosti takto ziskanych dokazov
a poukazal aj na to, Ze legislativa uz reaguje na umelu inteligenciu, umela inteligencia vSak
nikdy nemoze nahradit’ rozhodnutie samotného sudcu.

V pokracovani sekcie trestného prava vystapil prof. Smejkal (Vysoké uceni technické
v Brne, Fakulta podnikatelska) s prispevkom ,, Umeld inteligencia a sexualne aktivity z pohladu
trestného prava““. Kybernetickll kriminalitu rozdelil na dve zakladné skupiny: na informacnu
trestnu ¢innost’, ktora je spéta vylucne s nakladanim s informaciami bez priameho presahu do
redlneho sveta a na kybernetickll trestni €innost’, ktord do redlneho sveta zasahuje najma
prostrednictvom robotickych systémov. Vo svojom vystipeni sa ststredil na prva oblast’, v
ramci ktorej analyzoval predovsetkym generovanie erotického obsahu, vyuzivanie nastrojov
umelej inteligencie na vyzliekanie osob, vytvaranie deepfakes, detskii pornografiu ¢i rdzne
fetiSe vytvéarané pocitatom. Zdoraznil aj nové formy deliktov, ako je sextortion, teda sexualne
vydieranie prostrednictvom tzv. revenge porn alebo vyuzivania fiktivnych virtudlnych
partnerov a chatbotov umelej inteligencie.

Mgr. Vojtylova (Univerzita Komenského v Bratislave, Pravnicka fakulta) sa vo svojom
prispevku ,, Umela inteligencia a prdavne poradenstvo: riziko neoprdavneného podnikania*
venovala otazke, do akej miery digitalizacia a nastup komercnych modelov umelej inteligencie,
softvérov a aplikécii ur€enych na poskytovanie pravnych sluzieb mézu viest k naplneniu
skutkovej podstaty trestného ¢inu neopravnené¢ho podnikania. Poukdzala na pravne limity
poskytovania pravnych sluzieb podla zakona ¢. 586/2003 Z. z. o advokacii a suvisiaceho
zivnostenského zékona, priCom poukazala aj na rizikd spojené so situdciou, ked
prevadzkovatelia tychto modelov obchadzaju pravnu tpravu prostrednictvom zrieknutia sa
zodpovednosti uveden¢ho na webovych lokalitach.

Spolo¢ny prispevok s ndzvom ,,Kryptoaktiva, aktualne prdavne a ekonomickeé trendy
predniesli prof. Centé§ (Univerzita Komenského v Bratislave, Pravnické fakulta) a doc. Santa
(Trnavské univerzita v Trnave, Pravnické fakulta). V prispevku analyzovali aktualnu pravnu
upravu kryptoaktiv na Grovni Europskej unie, ako aj Slovenskej republiky, priCom osobitnii
pozornost’ venovali Nariadeniu Eurdpskeho parlamentu a Rady (EU) ¢ 2023/1114 o trhoch s
kryptoaktivami (MiCA) a zdkonu ¢. 248/2024 Z. z. o niektorych povinnostiach a opravneniach
v oblasti kryptoaktiv. Zdoraznili, ze ide o prelomové pravne normy, ktoré zdsadne menia nielen
pravny ramec, ale aj ekonomické prostredie kryptoaktiv.

Doc. Santa (Trnavska univerzita v Trnave, Pravnicka fakulta) spolu s Dr. Kunikom
(Univerzita Komenského v Bratislave, Pravnicka fakulta) wvystapili s prispevkom
., Kryptoaktiva a proces, zaistenie, sprava majetku “. V Givode sa zamerali na procesnu stranku
zaistenia kryptoaktiv podla § 96d Trestného poriadku a analyzovali jeho teoretické, praktické i
medzinarodné aspekty. V d’alSej Casti sa venovali problematike spravy a predaja zaistenych
kryptoaktiv v zmysle zakona ¢. 312/2020 Z. z. o vykone rozhodnutia o zaisteni majetku a o
sprave zaisteného majetku. Poukazali na tulohu a kompetencie Uradu pre spravu zaisteného
majetku, identifikovali aplikacné problémy pri jeho spolupraci s organmi Cinnymi v trestnom
konani a nacrtli mozné rieSenia s cielom zvysit’ efektivnost’ a pravnu istotu v tejto oblasti.

Doc. Laciak (Univerzita Komenského v Bratislave, Pravnicka fakulta) predstavil
prispevok ,, Prava a postavenie podozrivéeho v pravnom State v europskom priestore*. Venoval
sa pravam podozrivého v trestnom konani, pri¢om analyzoval sulad slovenskej pravnej Gpravy
s poziadavkami smernic EU a otizku priameho ué¢inku eurépskeho sekundarneho prava.
Zdoraznil potrebu interpretovat vnutroStatne ustanovenia tak, aby bola zachovand ochrana
zakladnych prav podozrivych v sulade s eurdpskym pravom.



Dr. Richter (Pravnicka fakulta, Univerzita Karlova) v prispevku ,, Pripustnost a
verohodnost elektronickych diikazu v trestnim rizeni“ poukazal na Specifikd elektronickych
dokazov, ich ret'azec uchovavania a venoval sa aj problematike vyuzitia umelej inteligencie ako
dokazného prostriedku. V zavere svojho vystliipenia zdoraznil potrebu jednotnej metodiky pre
posudzovanie digitdlnych dokazov, aby bola zachovana ich déveryhodnost’ a pouzitel'nost’.

Dr. Hengl (University of Pécs, Faculty of Law) prezentovala prispevok ,, MoZnosti
digitalizacie v suvislosti s povinnou psychiatrickou liecbou. Analyzovala implementéiciu
digitalnych rieSeni v oblasti povinnej psychiatrickej lieCby v Mad’arsku a upozornila na limity,
legislativne problémy i moznosti vyuzitia tychto skisenosti v medzindrodnom kontexte.
Osobitne vyzdvihla vyznam digitdlnych kompetencii odborného personalu ako podmienky
efektivneho zavaddzania modernych technologii.

Dr. Krynski (University of Bialystok) sa vo svojom prispevku ,, Uloha transdermdlneho
merania koncentrdcie alkoholu (TAC) a polského modelu TMSA v digitalnej ére* venoval
monitorovaniu hladiny alkoholu prostrednictvom digitalnych technologii. Poukéazal na pravne
aspekty, dokaznii hodnotu, ochranu tdajov a medzinarodné porovnania v tejto oblasti.
Zdoraznil, ze hoci tieto technoldgie zvySuju efektivitu kontroly, nesma ohrozovat’ zdkladné
prava jednotlivcov.

Mgr. Bajéikova (Univerzita Komenského v Bratislave, Pravnicka fakulta) v prispevku
., Digitalne dokazy a obhajobné vysSetrovanie: bezpecnost, autenticita a pouZitelnost pred
sudom* analyzovala otdzky autenticity a integrity digitalnych dokazov v obhajobnom
vySetrovani. Zamerala sa na vyuzitie technickych néstrojov, ako su hashovanie ¢i blockchain,
ako aj na rizikd kybernetickych utokov. Poukéazala na potrebu zvysenia povedomia pravnikov
o technickych moznostiach ochrany dokazov.

Dr. Mezei (Krajskéd prokuratara, Bratislava) sa v prispevku ,, Odpocuvanie a zaznam
telekomunikacnej prevadzky v kontexte digitalneho pokroku® zameral na aktudlne otazky
suvisiace s odpocuvanim v digitalnej ére. Poukazal aj na rasticu technicku sofistikovanost’
pachatelov, ktord si vyzaduje adekvatne reakcie organov ¢innych v trestnom konani.

Dr. Remeta (Krajskd prokuratara Bratislava; Univerzita Komenského v Bratislave,
Pravnicka fakulta) vo vystapeni ,, Vplyv zmien Trestného poriadku na dozor a ukony
prokuratora* analyzoval novelu Trestného poriadku z roku 2024 a jej vplyvy na postavenie a
povinnosti prokuratora v predsudnom konani i na kvalitu obzaloby. Upozornil na sprisnené
poziadavky na obsah obzaloby, ktoré¢ zvysuju naroky na doslednost’ pripravného konania.

Prof. Kurilovska (Univerzita Komenského v Bratislave, Pravnickd fakulta) a
Dr. Krasna (Akadémia Policajného zboru v Bratislave) v spolo¢nom prispevku ,,Bezpecnostné
vyzvy v sucasnosti poukdzali na rastiice hrozby kybernetickych utokov, dezinformacii a
hybridnych rizik, ako aj na potrebu systémovych opatreni na ochranu spolocnosti a kritickej
infrastruktiry. Vyzdvihli vyznam medzindrodnej spoluprace pri rieSeni tychto komplexnych
bezpecnostnych problémov.

Dr. Petricko (Univerzita Komenského v Bratislave, Pravnicka fakulta) predstavil
prispevok ,, Elektronicky monitoring ako digitilny nastroj trestného prava“, v ktorom
analyzoval technické a pravne aspekty elektronického monitoringu a jeho perspektivy v praxi
trestného prava. Poukézal na prinos monitoringu pri nahradzani trestu odnatia slobody a na
moznosti jeho SirSieho vyuzitia v buducnosti.

Dr. Lorko, Dr. Vasilik a Dr. Miklossyova (Univerzita Komenského v Bratislave,
Pravnicka fakulta) v prispevku ,, Aktudlne aspekty digitalizacie sluZieb a elektronickych
nastrojov v procese resocializacie osob vo vykone trestu odnatia slobody‘ prezentovali
skusenosti s vyuzivanim digitdlnych aplikacii, najmad systému Holup, v resocializécii



odsudenych. Autori upozornili aj na potrebu vyvazit' pristup k digitdlnym sluzbam s
bezpecnostnymi poziadavkami vykonu trestu.

Dr. Marr a Dr. Vasilik (Univerzita Komenského v Bratislave, Pravnicka fakulta) vo
vystupeni ,, uzitie umelej inteligencie prokuraturou v trestnom konani* analyzovali pravny
ramec, zahrani¢né skusenosti a perspektivy aplikacie umelej inteligencie v ¢innosti prokuratury.
V diskusii zdoraznili, ze Al moze podporit’ efektivnost’, no nemdze nahradit’ nezastupitelnu
ulohu prokuratora.

Dr. Minarik (Univerzita Komenského v Bratislave, Pravnicka fakulta) v prispevku
,, Trestné pravo a umela inteligencia ““ poukazal na riziké a hrozby spojené s vyuzivanim umele;j
inteligencie vratane otazok zodpovednosti za Skodu a moznych de lege ferenda rieSeni.
Zaverom zdoraznil potrebu medzinarodnej regulacie v tejto dynamicky sa rozvijajucej oblasti.

Mgr. Simekova (Univerzita Komenského v Bratislave, Pravnické fakulta) v prispevku
., Systemy umelej inteligencie a ich zlucitelnost so zakladnymi zdasadami trestného konania:
Analyza rozhodovacej praxe USA“ skiimala pravne rizikd vyuzivania umelej inteligencie v
trestnom procese a posudila ich z pohl'adu zdsad spravodlivého procesu na zaklade judikatiry
USA. Poukazala na riziko naruSenia kontradiktdrnosti konania a prava na obhajobu.

Mgr. Zsemlyova (Univerzita Komenského v Bratislave, Pravnicka fakulta) v prispevku
,MozZe sudcu nahradit umela inteligencia?““ otvorila diskusiu o moZnostiach nahradenia
Pudského faktora v sidnom rozhodovani a prezentovala experiment porovnavajiici rozhodnutia
sudov a umelej inteligencie. Jej vystupenie vyvolalo ziva debatu o nezastupitelnosti 'udske;j
empatie a hodnotovych usudkov pri rozhodovani o vine a treste.

V zavere stretnutia profesor Centés, profesorka Kurilovska a profesorka Prokeinova
pod’akovali vSetkym ucastnikom sekcie trestného prava a zaroven vyjadrili spokojnost’
s priecbehom sekcie a diskusie, ktorej vysledkom bolo viacero kvalifikovanych zaverov pre
aplika¢nu prax a teoriu.

Suma sumarum, na zaklade predloZenej spravy z medzinarodnej vedeckej konferencie
wBratislavske pravnické forum 2025, sekcie trestného prava, mozno vyvodit’ tieto zavery:

o Dezinformacie: Presne rozliSovat” dezinformaciu, misinformaciu a malinformaciu; v
trestnom prave uplathovat zasadu wultima ratio, najmd v pripade ,pomluvy*
(ohovérania) a poplasnej spravy; reSpektovat’ neostré hranice medzi faktom a
hodnotovym tisudkom v online prostredi.

o Kyberstalking: Digitalizacia meni modus operandi; zmena § 360a (vypustenie
,,dlhodobosti®) rozsirila postihnutelnost’; vysoka recidiva vyzaduje prevenciu a
Specializované zésahy.

o Internet pre odstdenych: Pristup musi mat’ jasné, predvidatelné limity; proporcionalita
obmedzeni a normativna transparentnost’ su klI'a¢ove.

e Umeld inteligencia a KYC: Umela inteligencia prindsa nové vektory zneuZitia pri
verifikacii identity a dokumentacie; potrebné su konkrétne kontrolné a technické
opatrenia.

e Zodpovednost' umelej inteligencie: RozliSovat' slabu a siln umelu inteligenciu;
uvazovat o modeloch pri¢itania (pouzivatel, umela inteligencia, kombinacie) a o
analogiach k nepriamemu pachatel’stvu.

e Online sexualne sluzby: Nutné presne definovat’ zodpovednost’ sprostredkovatelov a
due diligence platforiem.

« Umela inteligencia na detekciu verbalnych TC: Potencial pri prejavoch nenavisti vs.
rizikd zaujatosti, vysvetliteInosti a dokazovania; potrebné procesné garancie.

e Umeld inteligencia v sankcionovani: NajvhodnejSie spolurozhodovanie c¢loveka
a umelej inteligencie; urcit’ rozsah a oblasti pouzitia; zvazit Upravy Trestného poriadku
a Trestného zdkona.



e Umeld inteligencia ako néstroj trestného Cinu: deepfake predstavuje vyrazni hrozbu;
odportca sa podpora povinného oznacovania a pripadne zavedenie novej skutkove;j
podstaty; pri autonomnych systémoch je potrebné riesit’ pri¢itateI'nost’ pravnickej osoby
a pri¢innu suvislost’; v nejasnych pripadoch sa odporuca teleologicky vyklad.

e Technologie a obchodovanie s I'udmi: Metdda loverboy vyuziva online nabor a
mapovanie osobnych pomerov; deti st mimoriadne ohrozené.

e ZaruCena konverzia listin: Moze byt kriminogénna pri nepresnych overovacich
Standardoch; rizika ,,mixovanych® listin; potrebné spresnenia de lege ferenda.

e Hrubad nedbanlivost’ aumeld inteligencia: Zvazit hrubu nedbanlivost’ ako zaklad
zodpovednosti  spravcov/prevadzkovatelov umelej inteligencie pri  deliktoch
sposobenych systémom.

e Trestny ¢in proti republike v digitalnej ére: OdliSovat’ kyberneticka kriminalitu od
utokov proti republike; zvazit nova skutkova podstatu kybernetického utoku proti
ustavnému zriadeniu s gradaciou nasledkov.
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